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Topic:  Odyssey Security Updates 
Date:   1/29/2015 
 
Due to some new security vulnerabilities, changes need to be made to local computers running Odyssey to 
ensure the data is secure. 

Users must be using IE 8, IE 9 or IE10.  Depending upon which Internet Explorer version you use, the steps may 
be different.  To determine what Internet version you are using, open your Internet Explorer browser window 
and click the Help icon.  Then select the About Internet Explorer Option. 

 

IE 11 is not yet supported by our current version of Odyssey.  Using IE11 at this point could mean that you may 
have error messages or issues that are related to the browser version.  However, if you are using IE11, you will 
still need to verify the TLS 1.0, 1.1, and 1.2 boxes are checked.  

1) Steps for IE 8: 
a. Open IE 8. 
b. Click Tools and then click Internet Options. 
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c. Select the Advanced Tab. 

 

d. Scroll down the settings windows and ensure Use TLS 1.0, Use TLS 1.1 and Use TLS 1.2 are 
checked. 
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2) Steps for IE 9 and IE 10: 
a. Open IE 9 or IE 10. 
b. Click on the gear symbol and then click Internet Options. 

 

 
c. Select the Advanced Tab. 
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d. Scroll down the settings windows and ensure Use TLS 1.0, Use TLS 1.1 and Use TLS 1.2 are 
checked. 

 

 

If the boxes are light gray and not able to be checked, this usually means that your local IT has a group policy in 
place on your network to ensure they are checked.   

 


